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	Reason for change:
	In the UE-only procedure as specified in clause 6.8 of TS 23.586, in steps 9 and 10, a SL Positioning Server UE can request the location information of other UEs, via issuing an RSPP supplementary services request via UE1 (i.e. Target UE). This is very similar to exposure of location information to a SL Positioning Client UE, and could even impose additional privacy risk since a SL Positioning Server UE may request for additional information such as measurements from other UEs.
 
Therefore, the local privacy check for UE-only operation needs to take into account that the location is meant to be shared with the SL Positoning Server UE, and not just peer UE and/or SL Positioning Client UE. This is because it may reveal privacy sensitive location information of the UE to a SL Positioning Server UE, which the UE may not agree to.

	
	

	Summary of change:
	Add details to clause 6.3.7 on how a local privacy check is performed in case  location information is exposed to a SL Positioning Server UE.

	
	

	Consequences if not approved:
	Privacy check of exposing the location information to a SL Positioning Server UE in UE-only operation is not specified.
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[bookmark: _Toc162010876][bookmark: _Toc153459189][bookmark: _Toc145059245][bookmark: _Toc106364535][bookmark: _Toc129959855]6.3.7	Procedure of UE privacy verification for UE-only operation 
For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to the peer UE or not. If the privacy profile allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceeds.
To enable privacy check of exposure to a SL Positioning Client UE or SL Positioning Server UE via the peer UE, the peer UE shall include the user info ID of the SL Positioning Client UE respectively of the SL Positioning Server UE in the supplementary RSPP signalling message to the UE from which the location information or related results are to be exposed.
